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About the Exam 
This is the first exam traditionally taken by MCSE and MCSA students on their way to completing the 
track. This test is focused on the client side OS from the Microsoft family, although it also requires 
knowledge of basic server-side services and concepts. As a matter of fact, because of the similarities in 
topics between this test and the 70-215 tests, it is often recommended to study for both at the same time. 
 
There are seven major topic areas (domains) that make up this exam: 
 

 Installing Windows 2000 Professional 
 Implementing and Conducting Administration of Resources 
 Implementing, Managing, and Troubleshooting Hardware Devices and Drivers 
 Monitoring and optimizing System Performance and Reliability 
 Configuring and Troubleshooting the Desktop Environment 
 Implementing, Managing and Troubleshooting Network Protocols and Services 
 Implementing, Monitoring and Troubleshooting Security 

 
This guide walks you through all of the technologies in the objectives and sub-objectives as published 
by Microsoft. 
 
Please note that proper hands-on experience is required to pass this test, so setting up a home lab is a 
must. This is true for all MCSE exams, as they all pre-suppose that the test taker already has real world 
experience of the product on which they are tested. For this test, I recommend a set up with two domain 
controllers and at least two workstations. Please note that these machines do not have to be state of the 
art. Indeed, we are more interested in duplicating concepts in real life than in actual performance of the 
network and its machines. 
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Objectives 
 
Chapter 1: Installing Windows 2000 Professional 

Perform an attended installation of Windows 2000 Professional. 
Perform an unattended installation of Windows 2000 Professional. 

• Install Windows 2000 Professional by using Windows 2000 Server Remote Installation 
Services (RIS). 

• Install Windows 2000 Professional by using the System Preparation Tool. 
• Create unattended answer files by using Setup Manager to automate the installation of 

Windows 2000 Professional. 
Upgrade from a previous version of Windows to Windows 2000 Professional. 

• Apply update packs to installed software applications. 
• Prepare a computer to meet upgrade requirements. 

Deploy Service Packs. 
Troubleshoot failed installations. 

 
Chapter 2: Implementing and Conducting Administration of Resources. 

Monitor, manage, and troubleshoot access to files and folders. 
• Configure, manage, and troubleshoot file compression. 
• Control access to files and folders by using permissions. 
• Optimize access to files and folders. 

Manage and troubleshoot access to shared folders. 
• Create and remove shared folders. 
• Control access to shared folders by using permissions. 
• Manage and troubleshoot Web server resources. 

Connect to local and network print devices. 
• Manage printers and print jobs. 
• Control access to printers by using permissions. 
• Connect to an Internet printer. 
• Connect to a local print device. 

Configure and manage file systems. 
• Convert from one file system to another file system. 
• Configure file systems by using NTFS, FAT32, or FAT. 

 
Chapter 3: Implementing, Managing, and Troubleshooting Hardware Devices and 
Drivers 

Implement, manage, and troubleshoot disk devices. 
• Install, configure, and manage DVD and CD-ROM devices. 
• Monitor and configure disks. 
• Monitor, configure, and troubleshoot volumes. 
• Monitor and configure removable media, such as tape devices. 

Implement, manage, and troubleshoot display devices. 
• Configure multiple-display support. 
• Install, configure, and troubleshoot a video adapter. 

Implement, manage, and troubleshoot mobile computer hardware. 
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• Configure Advanced Power Management (APM). 
• Configure and manage card services. 

Implement, manage, and troubleshoot input and output (I/O) devices. 
• Monitor, configure, and troubleshoot I/O devices, such as printers, scanners, multimedia 

devices, mouse, keyboard, and smart card reader. 
• Monitor, configure, and troubleshoot multimedia hardware, such as cameras. 
• Install, configure, and manage modems. 
• Install, configure, and manage Infrared Data Association (IrDA) devices. 
• Install, configure, and manage wireless devices. 
• Install, configure, and manage USB devices. 

Update drivers. 
Monitor and configure multiple processing units. 
Install, configure, and troubleshoot network adapters. 

 
Chapter 4: Monitoring and Optimizing System Performance and Reliability 

Manage and troubleshoot driver signing. 
Configure, manage, and troubleshoot the Task Scheduler. 
Manage and troubleshoot the use and synchronization of offline files. 
Optimize and troubleshoot performance of the Windows 2000 Professional desktop. 

• Optimize and troubleshoot memory performance. 
• Optimize and troubleshoot processor utilization. 
• Optimize and troubleshoot disk performance. 
• Optimize and troubleshoot network performance. 
• Optimize and troubleshoot application performance. 

Manage hardware profiles. 
Recover system state data and user data. 

• Recover system state data and user data by using Windows Backup. 
• Troubleshoot system restoration by using Safe Mode. 
• Recover system state data and user data by using the Recovery Console. 

 
Chapter 5: Configuring and Troubleshooting the Desktop Environment 

Configure and manage user profiles. 
Configure support for multiple languages or multiple locations 

• Enable multiple-language support. 
• Configure multiple-language support for users. 
• Configure local settings. 
• Configure Windows 2000 Professional for multiple locations. 

Manage applications by using Windows Installer packages. 
Configure and troubleshoot desktop settings. 
Configure and troubleshoot fax support. 
Configure and troubleshoot accessibility services. 

 
Chapter 6: Implementing, Managing, and Troubleshooting Network Protocols and 
Services 

Configure and troubleshoot the TCP/IP protocol. 
Connect to computers by using dial-up networking. 
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• Connect to computers by using a virtual private network (VPN) connection. 
• Create a dial-up connection to connect to a remote access server. 
• Connect to the Internet by using dial-up networking. 
• Configure and troubleshoot Internet Connection Sharing. 

Connect to shared resources on a Microsoft network. 
 
Chapter 7: Implementing, Monitoring, and Troubleshooting Security 

Encrypt data on a hard disk by using Encrypting File System (EFS). 
Implement, configure, manage, and troubleshoot local security policy. 
Implement, configure, manage, and troubleshoot local user accounts. 

• Implement, configure, manage, and troubleshoot auditing. 
• Implement, configure, manage, and troubleshoot account settings. 
• Implement, configure, manage, and troubleshoot account policy. 
• Create and manage local users and groups. 
• Implement, configure, manage, and troubleshoot user rights. 

Implement, configure, manage, and troubleshoot local user authentication. 
• Configure and troubleshoot local user accounts. 
• Configure and troubleshoot domain user accounts. 

Implement, configure, manage, and troubleshoot a security configuration. 
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Chapter   1

Quick Jump To: 
 
 Objective 1 

 Objective 2 

 Objective 3 

 Objective 4 

 Objective 5 

 Objective 6 

 Objective 7 

Chapter 1: Installing Windows 2000 

Professional 
 
 
Microsoft has made available several ways to install Windows 2000 Professional. This 
chapter looks at the key areas involved in deploying a manual or automated installation 
of Windows 2000 Professional. In addition, you need to understand how to use all the 
utilities that are required for installing, upgrading, and verifying compatibility with 
Windows 2000. 
 
Perform an attended installation of Windows 2000 Professional. 
An attended installation of Windows 2000 Professional requires someone to sit in front 
of the target computer and answer all the installation prompts such as the End User 
License Agreement (EULA). Before you start the installation process, you need to 
ensure that the computer meets the minimum hardware requirements of Windows 2000 
Professional. Unlike Windows NT, Windows 2000 supports only Intel-based 
computers. The following are the minimum hardware requirements for installing 
Windows 2000 Professional: 
 

 133MHz Pentium, or higher, Central Processing Unit (CPU) 
 32MB of memory (Microsoft recommends 64MB) 
 A 2GB hard drive with a minimum of 650MB of free space 
 VGA, or higher-resolution, monitor 
 Keyboard 
 Mouse 
 10X CD-ROM for CD-ROM installations 

 
Once you’ve verified that the computer meets these minimum hardware requirements, 
you should check to see if devices such as the video adapter and the network adapter 
are compatible. To do this, check the Hardware Compatibility List (HCL), which every 
Windows 2000 CD-ROM contains. However, that file is out of date. To view the most 
current HCL, visit www.microsoft.com/hcl. 
 
You can perform an attended install of Windows 2000 in three ways: using a CD-ROM, 
the setup disks, or the network. 
 
CD-ROM.  One of the easiest methods for installing Windows 2000 Professional is 
simply to put the Windows 2000 Professional CD-ROM in the computer and boot the 
computer. The computer boots from the CD-ROM, starts the first phase of the 
installation, and copies the installation files to the local hard drive. Then, the computer 
reboots (remember to remove the CD-ROM) and starts the graphical user interface 
(GUI) phase of the installation. You can install Windows 2000 Professional in this 
fashion if your computer’s BIOS supports the option to boot from a CD-ROM drive 
and the CD-ROM is El-Torito compatible. 
 

www.microsoft.com/hcl
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Setup Disks.  If you can’t configure your computer to boot from a CD-ROM, you can install Windows 
2000 Professional by using the four floppy setup disks that came with your Windows 2000 Professional 
CD-ROM. Simply place setup disk number one in the computer to start the installation. 
 
 

NOTE: 

 

The old winnt32 /ox switch from Win NT is not supported in win2K anymore. 
Instead, use Makeboot.exe or Makebt32.exe. 

 
 
Network.  Another installation method is to place the contents of the Windows 2000 Professional CD-
ROM in a folder on a network server and then share the folder. This network server is referred to as a 
distribution server. Establish a network connection to the distribution server to start the installation. If 
Windows 95, 98, or NT is on the target computer, connect to the share point and execute winnt32.exe to 
start the installation process. If no operating system is on the target computer, use a network boot disk to 
connect to the source files and use winnt.exe to start the installation. You use winnt32.exe in a 32-bit 
environment, whereas you use winnt.exe in a 16-bit/DOS environment. 
 
Perform an unattended installation of Windows 2000 Professional. 
Install Windows 2000 Professional by using Windows 2000 Server Remote Installation Services 
(RIS). 
Remote Install Service (RIS) is new with the introduction of the Windows 2000 family of Operating 
Systems.  Please note that RIS cannot be used to install Windows 2000 Server It cannot be used to 
install Windows 2000 Professional on a laptop either. 
 
For this exam, you do not need to know everything about RIS from a server perspective – that pertains 
more to the 70-216 test. 
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What you need to know is that there are some prerequisites to running RIS. These prerequisites are: 
 

1. DNS Server 
2. Active Directory 
3. DHCP Server 
4. RIS Server must have at least 2 partitions 
5. Clients to be imaged must have PXE Boot-compliant NICs 

 
When a workstation is imaged by using RIS, here is what happens:  first, the machine needs to boot. It 
detects the fact that there is no OS and boots off the PXE Boot-compliant NIC. 
 
Once your machine boots, your NIC looks for a DHCP server to get the required IP configuration 
information: an IP address, a subnet mask, and the address of the DNS server.  Once the information is 
configured successfully, the workstation queries the DNS server for the IP address of a RIS server. Once 
it obtains it, it can contact the RIS server and start downloading the image.  The RIS server must have at 
least two partitions: one for the Windows 2000 server OS, and on for the RIS images. That second 
partition needs to be formatted with NTFS for RIS to work. 
 
 

 
 
 
The last prerequisite that we have not mentioned yet is Active Directory. It is needed by the RIS process 
in an indirect way: for DHCP and RIS to work, they must be authorized in Active Directory for security 
purposes.  Clearly, if there is no Active Directory structure in place, this cannot happen, therefore RIS 
Imaging cannot take place. 
 



ExamForce.com 70-210 Study Guide 8
 

Copyright 2005 Adaptive Learning Systems, Inc. All rights reserved 

NOTE: 

 

If your NIC is not PXE Boot-compliant, you may be able to use a utility called 
RBFG.exe to create boot disks that will palliate this problem. RBFG stands for 
Remote Boot Floppy Generator. Not all NICs can be used with RBFG.exe. 
 

 
 
Install Windows 2000 Professional by using the System Preparation Tool. 
Windows 2000 Professional can also be installed through a sysprep install.  Sysprep.exe is a tool that 
prepares a machine to be imaged. 
 
 

 
 
 
Sysprep stands for System Preparation. It strips a computer from those settings that make it unique, like 
IP address, SID, Computer Name. That way, when you image a target machine with the image you 
created with sysprep, you do not have to use software like ghost walker or newsid.exe from 
www.sysinternals.com. 
 
Sysprep.exe comes with four switches: 
 

1. -pnp, which forces plug n play to run on the target box being imaged 
2. –nosidgen, which prevents a SID to be generated on the target PC being imaged 
3. –quiet, which requires no user intervention 
4. –reboot, which forces a reboot after the imaging is done. 

 

http://www.sysinternals.com
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Create unattended answer files by using Setup Manager to automate the installation of Windows 
2000 Professional. 
Setup Manager creates an answer file, named by default unattend.txt. In this file will be found all the 
answers to the set up questions.  Here is a screen shot of what setup manager looks like when you first 
open it. 
 

 
 
 
Please note that if the unattended install will be launched with the Windows 2000 CD Rom, the 
unattend.txt file must be renamed to winnt.sif. 
 
Depending on the situation, you may also need to create a .udf file. UDF stands for Uniqueness 
Database File, and it is used when you need to set up several boxes. The difference between the two files 
is as follows: all the information that will be common to all the machines you want to set up – like the 
time zone, for example – will be featured in the unattend.txt file. 
 
However, all the information that will vary from one machine to the next – like the computer name – 
will appear in the .udf file.  The U in udf does not stand for Uniqueness for nothing  
 
Lab: 
 

1. Install Setup Manager from the Win2K Pro CD Rom: go to x:/Support/Tools (where x: is 
your CD Rom letter), and select deploy.cab to extract setupmgr.exe and setupmgx.dll. 

2. Double click the executable and follow the wizard. All the questions in there are the same 
ones you would be asked every time you set up a machine. Here, you only answer them 
once, and based on your answers, Setup Manager will create the unattend.txt file with the 
right syntax. 

 
 

NOTE: 

 

Disk Duplication is also available as a method of installation, but Microsoft does not 
provide us with a disk duplication utility. Third-party vendor solutions are available, 
and include Ghost and Drive Image among others.  In the real world, I rely on Power 
Quest’s Drive Image for my Windows 2000 imaging needs, although the latest version 
of Ghost also does a great job. 
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Upgrade from a previous version of Windows to Windows 2000 Professional. 
Microsoft rightly sees a big difference between installing an OS and upgrading to an OS. 
 
Installing an OS means that we are either configuring a multiple boot configuration, or that we are 
installing an operating system from scratch on a new hard drive. 
 
Upgrading to an OS means that there already is an Operating System loaded on the machine, and that we 
want to change it to another, while retaining the settings, configurations, applications, etc… already 
present on the original OS. 
 
In this case, we are talking about upgrading to Windows 2000 Professional. In the real world, Network 
Engineers try to stay away from upgrading as much as possible, preferring instead to wipe the slate clean 
and install from scratch. That way, there are no legacy issues carried over from the original OS into the 
new one.  But there are many unfortunate situations where we do not have the choice, and must perform 
upgrades. Budget, internal politics, etc… are the traditional reasons why we get roped into upgrade 
projects. 
 
The first thing we need to do is recognize whether there is an upgrade path available between the 
original OS and the target OS.  In our case, we recognize three main paths: 
 

1. From Windows 9.x to Windows 2000 Professional. Before the upgrade, run either winnt32 
/checkupgradeonly or run the Microsoft Readiness Analyzer to get a report that will detail 
the troublesome potential areas.  For the test, this is an acceptable upgrade path, but in the 
real world, experience has shown multiple times that it is not a viable option. After the 
upgrade is finished, most of those systems will be very unreliable. Heck, some will even 
take to rebooting themselves without asking you first! 

 
2. From Windows NT 3.51 or 4.0 to Windows 2000 Professional. This is the safest upgrade 

path, provided you perform several tasks that I will list below. 
 
3. From Windows 3.1 for Workgroups to Windows 2000 Professional. Please note that this is 

not a direct upgrade path. You will have to upgrade to Windows NT 3.51 or 4.0 first – and 
pay for the appropriate license – and then upgrade to Windows 2000 Professional.  Keep in 
mind that if the original machine was running Windows 3.1 for Workgroups, the hardware 
platform might not meet the Windows 2000 minimum requirements and /or HCL 
requirements! You may be better off buying a new hardware solution and performing an 
install, not an upgrade. 

 
Here is the list of tasks you should perform before upgrading from Windows NT to Windows 2000: 
 

1. Back up all drives and the registry 
2. Make sure there is no error or warning in any of the Event Viewer logs. If there are some, 

fix them prior to the upgrade. 
3. Uninstall any third-party vendor network services or protocols 
4. Uninstall any anti-virus software 
5. Reserve IRQs in the BIOS for ISA, non-PNP compliant hardware devices. 
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Deploy Service Packs 
Installing SPs in Windows NT is a very time-consuming process. First, you have to install the operating 
system, and then you must apply the SP. Windows 2000 allows you to incorporate an SP with the 
installation files. Combining the latest SP with the Windows 2000 installation files allows you to install 
them as one. In Windows NT, however, if you installed a new service after applying an SP, you had to 
reapply the SP for the new service to gain any benefits the SP might have to offer. Additionally, you had 
to reinstall some services after you applied an SP. Thankfully, you don’t have to contend with these 
situations in Windows 2000. 
 
The process of combining the Windows 2000 installation files with an SP is called slipstreaming. You 
apply an SP to a distribution share of the installation files by executing update.exe /s. 
 
 

NOTE: 

 

As of this writing, the switch that is used for slipstreaming is the /s switch. Some older 
references state that the slipstreaming switch is /slip. That is no longer the case. 
However, if you encounter the /slip switch on an exam, you should probably select 
that option (if the /s switch is not an available choice). 

 
 
If you install Windows 2000 using the slipstreamed distribution, the installations contain the SP. Using 
this method can save you a ton of time and helps you avoid having to apply an SP after each installation. 
 
If you didn’t have the opportunity or ability to create a slipstreamed distribution share, you can apply an 
SP simply by running update.exe on the local machine. If you install any new services after applying the 
SP, Windows 2000 gets any files it needs for those services from the installation files or the SP. This 
process updates a service or an application without requiring you to continually reapply the SP 
whenever you add something new. 
 
Troubleshoot failed installations 
A lot of the material in this section is basically a reminder of what we have already seen. Chances are, 
you will never have to worry about all this, unless something went wrong! 
 
If Windows 2000 Professional completely failed to install, then your first stop should be to check your 
hardware configuration and the HCL, and make sure that all your hardware is featured in the HCL. If 
not, upgrade the faulty hardware and start over. 
 
If the setup process freezes up during the file copying phase, make sure that your bios has the proper 
settings in place for your hard drive, and that no other peripheral is interfering with your hard drive 
controller. 
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Chapter   2

Quick Jump To: 
 
 Objective 1 

 Objective 2 

 Objective 3 

 Objective 4 

 Objective 5 

 Objective 6 

 Objective 7 

Chapter 2: Implementing and Conducting 
Administration of Resources 
 
 
Networks are used to share data, applications and hardware such as printers and 
scanners. Windows 2000 Professional PCs can both access and share such network 
resources. 
 
Monitor, manage, and troubleshoot access to files and folders. 
Configure, manage, and troubleshoot file compression: 
NTFS 5.0 was first introduced with Windows 2000. One of the features of NTFS 5.0 is 
file and folder compression. To compress a file, simply right-click on it, choose 
properties, then click on the advanced button. In the new window that opens up, in the 
lower half, you can choose to either compress or encrypt the file. Click on compress, 
then click OK. Done. 
 

 
 
 
Decompressing the file simply involves getting back to that same dialog window and 
un-checking the “compress contents to save disk space” option. Just make sure that 
there is enough free space on the hard drive before uncompressing the file! 
 
 

NOTE: 

 

A file located on an NTFS 5.0 partition cannot be both encrypted 
and compressed at the same time. Those two options are mutually 
exclusive. 
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Control access to files and folders by using permissions 
When it comes to sharing a folder, there are two kinds of permissions that can be applied: share folder-
level, and NTFS permissions. 
 
Share folder-level (SFL) permissions only apply to the network users. In other words, all you have to do 
to bypass them is to log on locally at the host where the folder you want to gain access to is located, and 
you become what Microsoft calls the Interactive User. By doing so, the I/O manager request that you 
will send when you double click on the desired folder will be in this format: C:\folder\information. A 
local request. Because it is formatted as a local request, you will never be faced with the ACL. Why? 
Because the ACL lives at the share level. But for you, it is not a share, it is a folder! Even if that folder 
had a Folder-level ACL that explicitly denied your account access, you still would gain full control by 
logging on locally to that machine. Talk about a security hole big enough to drive a truck through! 
 
 

 
 
 
SFL permissions include: Read, Change, Full Control, and Explicit Deny. The default permission is Full 
Control for the Everyone group ( and that should never remain! At the very least, use the Authenticated 
Users group instead of the Everyone group.) 
 
NT 4.0 comes with NTFS 4, and Win2K comes with NTFS 5.  If you format a partition with NTFS, you 
will gain more flexibility and features, including NTFS permissions. 
 
The “FS” part of NTFS stands for File System. Therefore, whether you were to log on as the Interactive 
or the Network user is irrelevant, for in each case, you will have to get down to the File System level in 
order to read the data off the disk. That means that you will meet the ACL, and if that ACL says that you 
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are not gaining access, then access will be denied. NTFS permissions are much more secure than SFL, 
but they are restricted to NTFS partitions. SFL permissions are available on FAT, FAT32 – only 
supported by win2k, not NT – and NTFS. 
 
 

 
 
 
Another difference between the two is the fact that NTFS permissions can be applied to both folders and 
files. SFL? Well, the “F” doesn’t stand for Folder for nothing. No ACL at the file level here. If you want 
to share a file and give it an SFL ACL, you will have to move that file to a folder, and stick an ACL on 
that folder. 
 
As far as security is concerned, using Share Folder Level permissions is not something that we should be 
doing. Only NTFS is “secure”, and all the partitions on corporate servers should be formatted in NTFS. 
 
NTFS permissions come in two flavors: basic and advanced. Basic NTFS file permissions include Full 
control, Modify, Read and Execute, Read and Write. Basic NTFS Folder permissions include all of the 
above, plus List Folder Contents. As you can see, this is a lot more detailed and granular than the degree 
of security that SFL permissions offer. 
 
NTFS advanced permissions are the building blocks for basic permissions. Advanced permissions are 
somewhat hidden from view. They allow administrators to fine-tune ACL (security) settings. The 
Security tab in a file or folder’s Properties sheet notifies you when advanced permissions are present. 
Click the Advanced button to view, add, modify, or remove advanced permissions. At the bottom of the 
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Security tab, the system displays a text message notification just to the right of the Advanced button that 
says Additional Permissions Are Present But Not Viewable Here. Press Advanced To See Them. 
 
 

 
 
 
After you click Advanced, you see the Access Control Settings dialog box, which shows each access 
control setting that has been applied per user and per group. To view individual advanced permission 
entries, click one of the users or groups listed and then click the View/Edit button. The Permission Entry 
dialog box appears. It gives administrators very fine control over individual users’ and groups’ abilities 
to manipulate data and program files that are stored on NTFS drive volumes. 
 
From this dialog box, you can change the name so that this permission entry applies to some other user 
or group. You can Modify the Apply Onto drop-down list to specify exactly where these advanced 
permissions should apply. You can also Alter the actual permission entries themselves by marking or 
clearing the Allow or Deny checkbox for each permission that you want to affect. 
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NOTE: 

 

To change NTFS security permissions, you must be the owner of the file or folder 
whose permissions you want to modify, or the owner must grant you permission to 
make modifications to the object’s security settings. Groups or users who are granted 
Full Control for a folder can delete files and subfolders within that folder regardless of 
the permissions protecting those files and subfolders. If the checkboxes for the 
Security tab under Permissions are shaded, the file or folder has inherited the 
permissions from the parent folder. By cleaning the Allow inheritable permissions 
from parent to propagate to this object checkbox, you can copy those inherited 
permissions and turn them into explicit permissions, or you can remove them entirely 
and manually establish new explicit permissions. 

 
 
NTFS security permissions are cumulative. Users obtain permissions by having them assigned directly 
to their user accounts in addition to attaining permissions via group memberships. Users retain all 
permissions as they are assigned. 
 
It can happen that a folder will be regulated with both NFTS and SFL permissions. If that is the case, the 
way these permissions combine is that for any given user, the sum of each set of permissions needs to be 
calculated. Once that is done, the two totals are compared, and the most restrictive of the two wins. 
Also, remember that an explicit deny permission always wins no matter what. 
 
Advanced NTFS permissions include, but are not limited to, Execute file, read data, read attributes, 
write data, write attributes, delete, etc… 
 
By default, all NTFS-formatted drive volumes are assigned the Allow Full Control permission for the 
Everyone group for the root of each drive. Folders and subfolders within each drive volume 
automatically inherit this default permission setting. 
 
 

NOTE: 

 

Remember: a right is involves what activities a user can indulge in with the Operating 
System. A permission, however, is what governs the level of access – if any – a user 
has to a shared resource. 

 
 
Optimize access to files and folders 
The number one thing that you should remember in this section is that permissions should always be 
applied to groups, and not users. This is a very important aspect of the Microsoft philosophy of sharing 
resources on the network. This will insure that your ACLs are easier to set up, maintain, and 
troubleshoot. 
 
When you move or copy files/folders that have NTFS ACLs, you need to know what will happen to 
those ACLs. Namely, will they retain their original characteristics, or will they inherit those of the target 
folder to which they are being moved/copied? If you move a file/folder inside of the same NTFS 
partition, the file/folder in question will retain its own permissions. Any other scenario will see the 
file/folder inherit the target folder’s ACL. 
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Sometimes, it is necessary for a user to take ownership of a file or folder. To do this, the user must be 
logged on as Admin or equivalent. Drill down to the file/folder, right-click on it and select Properties. 
Click on the security tab, click on Advanced, and click the Owner tab in the Access Control Settings 
dialog box. Make the appropriate name changes in that box, and click on Replace Owner On 
Subcontainers And Objects checkbox if you want those changes to trickle down. Click on OK as many 
times as it takes to get out of those windows and you are done. 
 
Note that access to shared resources can be audited routinely, or if there is suspicion of illegal activity. 
The Event Viewer tool has a security log where security events can be tracked. 
 

 
 
 
Note though that by default, auditing is turned off in Windows 2000. In order to turn it on, a proper audit 
strategy must be formulated. From this planning you will deduct which events you want/need to audit. 
 
Turning on the auditing function is accomplished from the Local Security Console. Selecting the events 
that you want to audit is only half the story. You must also decide whether you want to audit the success 
or failure of those events. A good policy is one where the data you need is collected, and the data you 
don’t need is not collected. This may seem to be an obvious fact, but there is nothing more detrimental 
to reviewing a security log than to find it cluttered with unneeded information. The early temptation is to 
turn on auditing for all events, both success and failure. Within a couple of hours, depending on the size 
and activity of the network, you could find yourself with thousands of entries! 
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To enable auditing on a Windows 2000 Professional system, launch the Local Security Policy MMC 
snap-in from the Start|Programs| Administrative Tools folder. At the Local Security Settings console, 
expand the Local Policies folder and then click Audit Policy. Double-click the event policy to choose 
which one you want to enable and to display the Local Security Policy Setting dialog box. To enable 
object access auditing, double-click the Audit Object Access policy. Click the Success checkbox, the 
Failure checkbox, or both checkboxes. After clicking OK, close the Local Security Settings console and 
restart the computer. 
 
 

 
 
 
Once you have turned on audit tracking for object access events, you need to specify which files and 
folders you want to audit. You should be fairly selective about which ones you choose to audit. If you 
have enabled auditing for successes as well as failures, the system’s Security Event log may become 
filled very quickly if you are auditing heavily used files and folders. 
 
To enable audit logging for specific files and folders,  Log on to the system as the administrator or an 
equivalent user. Right-click the file or folder from Windows Explorer or My Computer and select 
Properties. Click the Security tab, then the Advanced button. Click the Auditing tab in the Access 
Control Settings dialog box, then the Add button. 
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Click the user or group that you want to track for access to the file or folder and click OK. The Auditing 
Entry dialog box then appears. Select each access event that you want to track by marking each event’s 
associated Successful checkbox, Failed checkbox, or both. By default, audit settings apply to the current 
folder, subfolders, and files. You can change this behavior by clicking on the Apply Onto drop-down 
list. Click OK in the Auditing Entry dialog box. Click OK in the Access Control Settings dialog box. 
Click OK in the Properties sheet. 
 
After you have properly set up auditing, all events that meet your auditing criteria are logged into the 
system’s Event Viewer Security Log. 
 
Windows 2000 was the first Windows Operating System to introduce EFS. EFS stands for Encrypting 
File System. EFS enables users to encrypt their own files and folders on their local machine. 
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NOTE: 

 

A file located on an NTFS 5.0 partition cannot be both encrypted and compressed at 
the same time. Those two options are mutually exclusive. 

 
 
EFS is only available on NTFS volumes. Encrypted files can be either moved to another folder located 
on the same NTFS partition, but it won’t lose its encrypted status. However, if you copy an encrypted 
file/folder to a FAT partition, then it will lose its encryption! 
 
There are two ways to encrypt files in Windows 2000 Professional: via the cipher.exe tool, or via the 
GUI. To encrypt a file, simply right-click on it, choose properties, then click on the advanced button. In 
the new window that opens up, in the lower half, you can choose to either compress or encrypt the file. 
Click on encrypt, then click OK. Done. 
 
DRAs are users who are designated as recovery agents for encrypted files. Only these users have the 
ability to decrypt any encrypted file, no matter who has encrypted it. Other users who attempt to access 
an encrypted file receive an Access Is Denied message. The default DRAs are Local Administrator 
account for Windows 2000 Professional non-domain member computers, Local Administrator account 
for Windows 2000 Server non-domain member computers and Domain Administrator account for 
Windows 2000 Server domain controllers, Windows 2000 domain member servers, and Windows 2000 
Professional domain member computers. 
 
DRAs can log on to a system and decrypt files and folders so that they are once again accessible to other 
users. 
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Manage and troubleshoot access to shared folders 
Create and remove shared folders 
Shared folders are folders that are located on a computer on the network, and have been designated as 
being accessible by users located on other computers on the network. To share a folder, you must right-
click on that folder in Windows Explorer, and select the “sharing” tab. 
 
 

 
 
 
You then select the “share this folder” option, click OK, and the folder is shared on the network. It may 
however be a good idea to set up the appropriate permissions before clicking OK, or else anybody and 
everybody on the network will be able to gain access to this shared resource. 
 

NOTE: 

 

To remove a network share, right-click the shared folder and choose 
the Sharing option. Click the Do Not Share This Folder radio button 
and click OK. The folder will no longer be shared with the network. 
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Control access to shared folders by using permissions 
There are several ways to connect to a shared folder on a Windows Network. The first one is to use a 
UNC, or universal Naming Convention, path, such as \\servername\sharename.  This is the preferred 
way to connect to network resources. You can also connect using the My Network Places window. 
Finally, the third way to connect to a remote shared network is to use the net use command and map a 
drive. The proper syntax for that is to get down to the command prompt and type: 
 
net use * \\servername\sharename 
 
This will map the share to the first unused letter in your computer. If you’d rather map to a specific drive 
letter, simply replace the * character with F: or whatever other letter you want to map this resource to. 
 
The same mechanism as seen above is used to control access to shared folders by using permissions. 
Here again, you have the choice between using Share-folder lever permissions or NTFS permissions. In 
order to not be redundant, please refer yourself to the above section. 
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Troubleshooting access to shared folders starts by making sure that you can actually access the server or 
remote host on which the resource is located. In case proper access is impossible, try to ping the remote 
server by IP address. If this does not work, you have an IP connectivity issue that can range from a 
routing problem to the fact that the target host is not turned on, and everything in between. If the pinging 
of the IP address of the target host was successful, try next to ping the host by name. If that fails, you 
have a name resolution issue. Make sure that the DNS or WINS server, depending on what OS is being 
used, is functioning properly. Also, make sure that there is no entry in your HOSTS/LMHOSTS files 
that do not allow for proper name resolution. 
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If you can both ping the target host by name and by IP address, look at the ACL on the resource you are 
trying to gain access to, and make sure that there are no Explicit Deny permission that apply to you. If 
not, make sure that the ACL at least gives you or a group to which you belong the Read permission. 
 
Manage and troubleshoot web server resources. 
Windows 2000 Professional does not install Internet Information Services (IIS) by default. You must 
manually install IIS by going to the Control Panel. 
 

 
 
 
Then, double-clicking the Add/Remove Programs icon, and clicking the Add/Remove Windows 
Components button. Mark the checkbox for Internet Information Services (IIS) and click Next to have 
the Windows Components Wizard install the Web server resources for you. 
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Before you can install IIS, your computer must already have the Transmission Control Protocol/Internet 
Protocol (TCP/IP) network protocol and its related connectivity utilities installed. In addition, Microsoft 
recommends that you have a Domain Name System (DNS) server available on your network for host 
name to IP address resolution. 
 
Once you have installed IIS, you manage the services from the Internet Information Services snap-in of 
the MMC. 
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You can launch the IIS console by clicking on Start|Programs|Administrative Tools|Internet Service 
Manager. From the IIS console, you can administer the default FTP site, default Web site, and the 
default Simple Mail Transfer Protocol (SMTP) virtual server for the Windows 2000 Professional 
computer. 
 
 

 
 
 

Additionally, Web-based documentation on IIS administration is available by pointing to 
http://localhost/iisHelp/iis/misc/default.asp in your Web browser. 
 
You can view and modify the settings for IIS through the IIS console by right-clicking on the computer 
name container in the left-hand pane of the console window and selecting Properties. From the computer 
name Properties sheet, you can view the system’s overall Master Properties for both the World Wide 
Web (WWW) Service and the File Transfer Protocol (FTP) Service for all sites created on the computer. 
The WWW Service Master Properties that you can modify include Web site identification, connections, 
and logging settings, Performance tuning settings, Internet Server API (ISAPI) filters, Home directory 
settings, Default document names, Directory security, Hypertext Transfer Protocol (HTTP) header 
information, Custom HTTP error messages and IS 3 administration options. 
 
You can work with the properties for the default FTP site by right-clicking on the Default FTP Site 
folder and selecting Properties. 
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Similarly, you can rightclick the Default Web Site folder and choose Properties to configure many of the 
same settings that apply to the WWW Master Service Properties at the individual Web site level. You 
can create a new virtual directory for the default Web site by right-clicking on Default Web Site and 
selecting New|Virtual Directory. 
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When the Virtual Directory Creation Wizard launches, you assign a name to the new virtual directory. 
You must also designate the path for the physical folder where the Web files are stored for the new 
virtual directory. After you have entered this information, you can complete the wizard and you will 
have set up a new virtual directory that users can access via the 
http://computer_name/virtual_directory_name Uniform Resource Locator (URL), also known simply as 
a Web address. 
 
Troubleshooting IIS starts with making sure that there are html or htm files in the 
drive_letter:\intepub\wwwroot folder. Needless to say, if your Windows 2000 Professional is hosting an 
internet website, it must have a live IP address assigned to one of its network cards. That live IP must be 
registered with the proper DNS server for the domain name of the website hosted. 
 
When troubleshooting an intranet site, the first thing to check is that both client and web servers have 
adequate TCP/IP configurations. The internal DNS server must also be configured correctly if the 
intranet is accessed using a hostname as opposed to an IP address. 
 
Connect to local and network print devices. 
Manage printers and print jobs. 
In Windows 2000, printers are managed from the Printer folder. 
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Note that a printer in Microsoft speak is a piece of software. The actual machine from which the paper 
spews out is referred to as a print device. A print server is not necessarily a Windows 2000 server. 
Indeed, the “server” part of print server is a role – not an OS specification. In other words, a Windows 
2000 Professional machine can be used a print server. The print spooler is the process that manages print 
jobs in Windows 2000, and the print queue is the logical area where print jobs wait until the print device 
is ready to proceed with the actual printing, based on when the job arrived to the print server, and what 
priority value is attached to this print job. 
 
Members of the Printer Owners, Print Operators, and Print Job Owners groups have permissions to 
manage print jobs that are listed in the print queue. From the Printers folder, you manage print jobs by 
double-clicking on the printer icon that you want to work with. Once you have opened the printer’s print 
queue window, you can pause printing or cancel all documents from the Printer menu. 
 
 

 
 

 
You can also take the printer offline from the Printer menu. If you select an individual print job that is 
listed, you can Pause, Resume, Start, or Cancel that job by selecting one of these options off the 
Documents menu. 
 
Users may manage only their own print jobs unless they are members of the Administrators group, the 
Power Users group, or the Print Operators group (if the print server is a member of a domain). Users can 
also manage other users’print jobs if they have been granted the Allow Manage Documents permission. 
 
Print Pooling is a hardware solution that adds multiple print devices to a single printer. It is basically a 
load-balancing solution. There are some prerequisites to setting up print pooling:  all print devices that 
are part of the same print pool must use the same print driver, and all print devices that are part of the 
same print pool should be placed close to each other, or at least within viewing distance, since by 
design, a user never knows by which print device their document will be printed. 
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Print Priority is a software solution that features multiple printers all sending documents and print jobs 
to the same print device.  The whole idea is to give a user or a group of users the ability to have their 
print jobs be handled by the print device before other print jobs, even if they arrived in the print queue 
later. The highest priority that can be assigned to a print job is 99, and the lowest is 1. Setting up Print 
Priority comes down to creating two or more print queues that use the same print device, with different 
priority levels and ACLs that insure that only the right users are sending jobs to the relevant print queue. 
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Control access to printers by using permissions. 
Sharing a printer makes it available on the network. By default, it is shared as “everyone, print”, and it is 
published in active directory. There are 4 levels of printer permissions: 
 

1. Print: enables users to connect to a printer, to print to it, to manage their own documents. 
2. Manage Documents: all of the above, plus allows users to manage other users’ documents 
3. Manage Printers: all of the above, plus allows users to manage printers, create new print 

queues. 
4. Deny: denies any access to the printer. Known as the overriding permission. 
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Connect to an Internet printer. 
Windows 2000 Professional computers can connect to printers that are attached to Windows 2000 print 
servers through a Web browser. IPP works over a corporate intranet or through an Internet connection. 
IPP gives users the ability to print over an Internet connection. 
 
Accessing the printer folder of a Windows 2000 print server can be done via the following url: 
http://www.printerservername/printers 
 
Accessing the print queue of a specific printer is achieved with this url: 
http://www.printservername/printersharename 
 
Connect to a local print device. 
Connecting to a local print device is done through the Printer folder and the add printer wizard. Being 
logged on as an administrator is required for this. The appropriate print driver will be used here. As 
always, try and only purchase printers that feature a signed driver for Windows 2000. 
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NOTE: 

 

Some print devices should not be installed via the add printer wizard, but should 
instead be installed via the CD-Rom that came with the print device. Traditionally, 
that is the case because of the additional software suite that comes with the printing 
solution. 

 
 
Configure and manage file systems. 
Convert from one file system to another file system. 
As already seen, Windows 2000 Professional comes natively with both FAT and NTFS. If a volume was 
originally formatted with FAT, and an administrator wants to make it an NTFS volume, the only way to 
accomplish that without losing any of the data on the partition is to use the convert.exe. command. The 
proper syntax is convert c: /fs:ntfs , where c: is the drive letter corresponding to the partition that needs 
to be converted. 
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NOTE: 

 

Note that there is no GUI way of converting a partition from FAT to NTFS. Only the 
convert.exe command can be used to do this. 
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Converting an NTFS volume to FAT is not possible. The only way to do so would be to back up the 
data, blow away the partition and recreate it with FAT, then to reinstall the data from backup. 
 
Configure file systems by using NTFS, FAT32, or FAT 
Windows 2000 Professional supports FAT, FAT 32 and NTFS.  Quick reminder: there is no local 
security when using any version of FAT on a Windows 2000 machine. None. Windows 2000 allows you 
to create only new FAT32 volumes of 32GB or less. Windows 2000 Professional can be installed on 
either FAT or NTFS, and if FAT was chosen, convert.exe can be used to convert a FAT partition to 
NTFS. 
 
Windows 2000 brought the latest version of NTFS in NTFS v.5. This latest version brings new features 
such as disk quotas, encryption, more granular file permissions, etc… 
 
If a Windows NT 4.0 Workstation installation featuring NTFS 4 partitions is upgraded to Windows 
2000, then the NTFS partitions will automatically upgraded to NTFS 5. 
 
 

 
 
 
Drives in Windows 2000 Professional can be mounted to increase a drive’s size without disturbing it, by 
opening Disk Management, right-clicking on the partition or volume to mount, and clicking on Change 
Drive Letter And Path, and selcting Add. Then click on Mount In This NTFS Folder and type the path to 
an empty folder on an NTFS volume. 
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As noted earlier on, NTFS in Windows 2000 introduced Disk Quotas. 
 
 

 
 
 
Disk quotas track and control disk usage per user and per volume. You can apply disk quotas only to 
Windows 2000 NTFS volumes. Quotas are tracked for each volume, even if the volumes reside on the 
same physical disk. The per-user feature of quotas allows you to track every user’s disk space usage 
regardless of which folder the user stores files in. Disk quotas do not use compression to measure disk 
space usage, so users cannot obtain or use more space simply by compressing their own data. To enable 
disk quotas, open the Properties dialog box for a disk, select the Quota tab, and configure the options. 
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Chapter   3

Quick Jump To: 
 
 Objective 1 

 Objective 2 

 Objective 3 

 Objective 4 

 Objective 5 

 Objective 6 

 Objective 7 

Chapter 3: Implementing, Managing, and 
Troubleshooting Hardware Devices and 
Drivers 
 
 
Implement, manage, and troubleshoot disk devices. 
Install, configure, and manage DVD and CD-ROM devices. 
Windows 2000 supports a variety of DVD drives and formats. Check with the most 
recent Hardware Compatibility List (HCL) or your hardware vendor to see if your DVD 
device will work with Windows 2000. If the DVD device is Plug and Play compliant, 
Windows 2000 will detect it and install the appropriate drivers. If you are using a DVD 
drive that is not Plug and Play compliant, use the Add/Remove Hardware applet in the 
Control Panel to install the drivers and assign resources for the device. 
 
Your DVD drive needs either a hardware or software decoder to play movies, as well as 
Windows 2000-compatible sound and video cards with their respective drivers. Your 
decoder must be Windows 2000 compliant to play movies after you install Windows 
2000. Most hardware decoders are Windows 2000 compliant. Most software decoders, 
however, need an update. You do not need a decoder for reading data DVDs. 
 
Monitor and configure disks. 
There are two types of disks in Windows 2000 Professional: basic disks and dynamic 
disks. 
 
Basic disks are the same disks that were used in NT, and are the default disk type for 
Windows 2000. They feature 4 partitions maximum per disk, and there must be at least 
one Primary, active partition. Similarly, there can be only one extended partition per 
disk, although one is not required. Inside of that extended partition, you can create as 
many logical drives as you have disk space and letters left. Primary partitions get 
numbered first. 
 
Dynamic disks are new to Windows 2000, and they are not compatible with any other 
Operating System. If you need to dual-boot, be careful if you use dynamic disks, as 
those drives will be invisible when you boot to another OS. Dynamic disks have no 
partition limits. You can have as many of them as you want. Even if you were to run 
out of letters in the alphabet, you could still mount them to a folder. In other words, as 
long as you have some free space left, you can go right ahead. Partitions that were 
created on a dynamic disk can be extended if they are formatted with NTFS.  But if a 
partition was created on a basic disk, and then the disk was converted to dynamic, the 
partition will not be extendable. 
 
The tool that we use to manage our disks is Disk Management. You can get it either 
from Computer Management or by loading the appropriate snap in from the MMC. 
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NOTE: 

 

to convert a basic disk to dynamic, there must be 1MB of free space on the disk, as the 
conversion will create a log file. Also, you should be aware of the fact that this 
conversion is a one-way deal. You cannot convert back from Dynamic to Static. To do 
so, you would have to basically erase your disk structure and start from scratch. 
Hopefully, you backed up the data before you decided to delete that volume! 

 
 
Monitor, configure, and troubleshoot volumes. 
Basic volumes include partitions and logical drives, as well as volumes created using Windows NT 4 or 
earlier, such as volume sets, stripe sets, mirror sets, and stripe sets with parity. In Windows 2000, these 
volumes have been renamed to spanned volumes, striped volumes, mirrored volumes, and RAID-5 
volumes, respectively. You can create basic volumes on basic disks only. 
 
Disk Management offers limited support of spanned volumes on basic disks. You can delete spanned 
volumes, but you cannot create new spanned volumes or extend spanned volumes on basic disks. You 
can create new spanned volumes only on dynamic disks. Deleting a spanned volume deletes all the data 
contained in the volume as well as the partitions that make up the spanned volume. You can delete only 
entire spanned volumes. Disk Management renames all existing volume sets to Spanned Volumes. 
These spanned volumes reside only on basic disks. In Windows 2000, you can delete spanned volumes 
created using Windows NT 4 or earlier. 
 
Likewise, Disk Management offers limited support of striped volumes on basic disks. You can delete 
striped volumes, but you cannot create new striped volumes on basic disks. You can create new striped 
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volumes on dynamic disks only. Deleting a striped volume deletes all the data contained in the volume 
as well as the partitions that make up the volume. You can delete only entire striped volumes. Disk 
Management renames all stripe sets to Striped Volumes. These striped volumes reside only on basic 
disks. In Windows 2000, you can delete striped volumes created using Windows NT 4 or earlier. 
 
What are called sets (like mirrored sets and striped sets) in Windows NT 4, are called volumes (now 
mirrored volumes and striped volumes) in Windows 2000. Dynamic volumes are the only type of 
volume you can create on dynamic disks. With dynamic disks, you are no longer limited to four volumes 
per disk (as you were with basic disks). The only dynamic volumes that you can install Windows 2000 
on are simple and mirrored volumes, and these volumes must contain the partition table (which means 
that these volumes must be either basic or upgraded from basic to dynamic). Only computers running 
Windows 2000 can access dynamic volumes. The five types of dynamic volumes are simple, spanned, 
mirrored, striped, and RAID-5. Note that only mirrored and RAID-5 volumes are fault tolerant. 
 
Monitor and configure removable media, such as tape devices. 
Windows 2000 provides comprehensive control of tape devices. You can back up or restore from tape 
devices, enable or disable specific tapes in your library, insert and eject media, and mount and dismount 
media. 
 
Good news: Tape devices are no longer the exclusive media that the Windows Backup program utilizes. 
Backing up to tape is still very popular, though. 
 
If the tape device is Plug and Play compliant, you can rely on Windows 2000 to detect the device and 
install the appropriate drivers, as well as allocate system resources for the device. If you are using a tape 
device that is not Plug and Play compliant, use the Add/Remove Hardware applet in the Control Panel to 
install the drivers and assign resources for the device. 
 
Use Device Manager to enable, disable, or edit settings for any tape device. 
 
 

 



ExamForce.com 70-210 Study Guide 40
 

Copyright 2005 Adaptive Learning Systems, Inc. All rights reserved 

Implement, manage, and troubleshoot display devices. 
Configure multiple-display support. 
Multiple monitors means that the screen can be extended to two different monitors. That way, you can 
either have one application stretched over two monitors, or you can have different apps opened on 
different monitors at the same time. 
 
One monitor serves as the primary display; you see the Logon dialog box when you start your computer. 
 
To set up multiple monitors, open the Display applet in the Control Panel. On the Settings tab, click 
Identify to display a large number of each of our monitors, showing which monitor corresponds with 
each icon. Then, simply drag and drop the appropriate monitors with the right positions. Click on apply, 
and it’s all done. 
 
You can change which monitor is the Primary monitor from the Display applet as well. On the Settings 
tab, click the monitor icon that corresponds to the monitor you want to use as Primary, then select the 
Use This Device As The Primary Monitor checkbox. 
 
Install, configure, and troubleshoot a video adapter. 
When Windows 2000 is being installed, your system’s BIOS selects the primary video/display adapter 
based on PCI slot order. You can install and configure any additional video adapters you want to use 
with your system using the Display applet or the Add/Remove Hardware applet in the Control Panel. 
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Implement, manage, and troubleshoot mobile computer hardware. 
Configure Advanced Power Management (APM). 
Windows 2000 supports the APM 1.2 specification. APM helps to greatly reduce your computer’s 
power consumption, which is particularly helpful for laptop users. You use the Power Options applet in 
the Control Panel to configure your computer to use APM. 
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Once you are in the Power Options applet, look for a tab labeled APM. On the APM tab, select the 
Enable Advanced Power Management checkbox to enable APM. You do not need to restart your 
system. 
 
If your computer does not have an APM-compliant BIOS, Windows 2000 cannot install APM. This 
means no APM support for your machine, plus no APM tab in the Power Options applet in the Control 
Panel. 
 
 

 
 
 
Keep in mind, though, that your machine can still function as an ACPI computer if your BIOS is ACPI-
compliant. The ACPI-based BIOS will take over your system configuration and power management 
from the Plug and Play BIOS. 
 
 

NOTE: 

 

APM is available only in Windows 2000 Professional. It is not available 
in any of the Windows 2000 Server versions. 
 

 
 
Configure and manage card services. 
Windows 2000 supports PC Cards, and they are automatically discovered by the Operating System if 
they are Plug’n’Play compatible. Needless to say, if you are running PC Cards that are not PnP 
compliant, they should not be installed in a Windows 2000 environment as they are pretty old, and on 
the verge of being obsolete. Time for an update! 
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Implement, manage, and troubleshoot input and output (I/O) devices. 
Monitor, configure, and troubleshoot I/O devices, such as printers, scanners, multimedia devices, 
mouse, keyboard, and smart card reader. 
You install keyboards under Keyboards in the Device Manager. 
 

 
 
 
On the other hand, you install mice, graphics tablets, and other pointing devices under Mice And Other 
Pointing Devices in the Device Manager. 
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You troubleshoot I/O resource conflicts using the System Information snap-in. Take a look under 
Hardware Resources, I/O for a list of memory ranges in use. 
 
 

 
 
 
Smart cards and smart card readers, which interpret the data on the cards, are fully supported in 
Windows 2000. Smart cards enable portability of user credentials and other private information among 
computers in many locations—such as at work, at home, or on the road. 
 
Smart card technology eliminates the need for you to transmit sensitive information, such as user 
authentication tickets and private keys, over networks. Smart cards also support certificate-based 
authentication. 
 
Monitor, configure, and troubleshoot multimedia hardware, such as cameras. 
Cameras and scanners appear in the Control Panel when you install your first digital camera or scanner. 
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If you have a Plug and Play camera or scanner, Windows 2000 detects it and installs it automatically. 
Then you can use the Scanners And Cameras applet in the Control Panel to install other scanners, digital 
still cameras, digital video cameras, and image-capturing devices. 
 
After a device is installed, Scanners And Cameras can link it to a program on your computer. For 
example, when you push Scan on your scanner, you can have the scanned picture automatically open in 
the program you want. 
 
Install, configure, and manage modems. 
While many modems will be automatically detected, and will start the Install New Modem Wizard, 
some modems will not be detected, and will require a manual install via the add/remove hardware 
wizard. 
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Multilink is supported in Windows 2000. it is the abililty to have several connections be combined to 
increase the available bandwidth. It is compatible with regular dialup, but also other technologies such 
as ISDN. 
 
Configuring Multilink is done from the Network and Dialup Connections window. Right-click on the 
appropriate connection and select Properties. 
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On the Options tab, in Multiple Devices, you can select if you want Windows 2000 to dial only the first 
available device, all the devices, or dynamically dial and hang up devices as they are needed. Then, if 
you chose the latter, in Automatic Dialing, click the Activity At Least percentage and Duration At Least 
time you want to set. 
 
Another line is dialed when connection activity reaches this level for the amount of time that you 
specify. In Automatic Hangup, click the Activity No More Than percentage and Duration At Least time 
you want to set. A device is hung up when connection activity decreases to this level for at least the 
amount of time that you specify. 
 
Obviously, multilink needs to be supported by both parties of the connection. 
 
Install, configure, and manage Infrared Data Association (IrDA) devices. 
Windows 2000 supports IrDA protocols that enable data transfer over infrared connections. This 
provides an infrastructure that allows other devices and programs to communicate with Windows 2000 
through the IrDA interface. Windows 2000 installs with the Wireless Link program, which transfers files 
to or from another computer that runs Windows 2000 or 98. 
 
Windows 2000’s Plug and Play architecture automatically detects and installs the infrared component 
for computers with built-in IrDA hardware. 
 
In addition to sending or printing files, you can create a network connection that connects two 
computers using the infrared port. You can use this capability to map shared drives on a host computer 
and work with files and folders in Windows Explorer or My Computer. You can also use an infrared 
network connection to connect directly to another computer without modems, cables, or network 
hardware. 
 
Install, configure, and manage wireless devices. 
Windows 2000 Professional supports 802.11 wireless connectivity. Most 802.11 network cards will be 
automatically detected and installed via plug and play, although some manufacturers sell their cards with 
software that require its own install so that their own software can be installed. 
 
Once installed, cards appear in Device Manager just like any other Network Interface Card: 
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Install, configure, and manage USB devices. 
The power allocations for USB hubs can be managed from the Device Manager by double-clicking on 
USB Controller, then right-clicking the USB Root Hub and clicking properties. 
 

 
 
 
The Power tab will show the power consumption per device. 
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USB hubs are either self- or bus-powered. Devices that require a lot of power should be plugged into 
self-powered USB hubs. 
 
You can also check out the bandwidth allocation for USB Host Controllers from the Device Manager. 
Double-click on USB Controller, right-click Intel PCI To USB Universal Host Controller, and then click 
Properties.  On the Advanced tab, view the bandwidth consumed by each device in the Bandwidth 
Consuming Devices list. 
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Update drivers.

The driver.cab cabinet file on the Windows 2000 CD-ROM contains all of the drivers that Windows 
2000 ships with. This cabinet file is copied to the %SystemRoot% folder when Windows 2000 is 
installed. Whenever a driver is updated, Windows 2000 looks in the driver.cab file first. The location of 
driver.cab is stored in a Registry key and can be changed via: 
 
HKLM\Software\Windows\CurrentVersion\Setup\DriverCachePath. 
 
Individual drivers are updated from the Device Manager, from the properties window of each device, 
where a Driver tab can be found. This tab features an Update Driver button 
 
 

. 
 
 
You can use the Driver Verifier tool to troubleshoot driver-related issues. This tool is not enabled by 
default, but can be turned on by changing a Registry setting. 
 
Monitor and configure multiple processing units. 
Windows 2000 Professional can support up to two processors. You add a second processor usually due 
to the demands of Central Processing Unit (CPU)-intensive applications, such as Computer Aided 
Design (CAD) and graphics rendering. Windows 2000 supports Symmetric Multiprocessing (SMP) as 
well as processor affinity. Asymmetric Multiprocessing (ASMP) is not supported. 
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Windows 2000 provides support for single or multiple CPUs. However, if you originally installed 
Windows 2000 on a computer with a single CPU, you must update the Hardware Abstraction Layer 
(HAL) on your computer for it to be able to recognize and use multiple CPUs. 
 
Install, configure, and troubleshoot network adapters. 
You install network adapters using the Add/Remove Hardware applet in the 
Control Panel. 
 
 

 
 
 
You can make changes to the binding order of protocols and the network provider order using Advanced 
Settings under the Advanced menu of the Network And Dial-Up Connections window (accessed by 
right-clicking on the My Network Places icon, or via the Control Panel.) Each network adapter has its 
own separate icon in the Network And Dial-Up Connections folder. Right-click a network adapter icon 
to set its properties, install protocols, change addresses, or perform any other configuration changes for 
the connection. 
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Chapter 4: Monitoring and Optimizing 
System Performance and Reliability 
 
 
Manage and troubleshoot driver signing. 
As we saw, it is important to insure that a supported driver is selected and installed. We 
can use the Driver Signing option to make sure that it is the case. 
 
 

 
 
 
Microsoft signs digitally the drivers that are supported by Windows 2000. Driver 
signing offers three levels of detection of drivers: 
 
Block: if a driver is not signed by Microsoft, the OS will not allow for it to be installed. 
Warn: if a driver is not signed by Microsoft, a message window will appear to warn the 
installer that the driver is not signed, therefore probably not supported, and may render 
the OS unreliable. The option to either install anyway, or to cancel the install is offered. 
Ignore: regardless of whether the driver is signed by Microsoft or not, the driver is 
installed without any messages of any kind. 
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In terms of troubleshooting, it is interesting to be able to sit at a machine and find out whether some of 
the drivers that are installed on that box are signed or not. That is what we use the command-line utility 
known as sigverif.exe. Sigverif creates a report of all drivers installed on a PC and outlines which 
drivers are not signed by Microsoft. 
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Configure, manage, and troubleshoot the Task Scheduler. 
Windows 2000 has a graphical user interface (GUI) utility called Task Scheduler to run these same 
tasks. This utility is almost a carbon copy of the Windows 98 Task Scheduler. 
 
You can open Task Scheduler from the Scheduled Tasks folder (located in the Control Panel folder) or 
Start|Programs|Accessories|System Tools|Scheduled Tasks. The Scheduled Tasks folder is shared by 
default. You can create a task on a computer and then copy it to another one. This is helpful if a similar 
task needs to run on many computers. By copying the task from one computer to another, you don’t 
have to recreate it multiple times. 
 
 

 
 
 
The most common reason for the task scheduler not to work is that the wrong username or password was 
entered for the task. If a task failed, verify that you entered the correct username and password on the 
task. 
 
Another area where an incorrect account can cause problems is if a task has been created for old 16-bit 
applications. It may fail to run if the system account is used on the Task service. If an error relating to 
the Task Service is generated, change the account used to run the service. Open the Task Service, which 
is located in Start|Programs|Administrative Tools|Services, and select the Log On tab to change the 
account. 
 
Manage and troubleshoot the use and synchronization of offline files. 
Windows 2000 offers a new feature called Offline Files. By using Offline Files and Folders, users can 
select files on a network file server and mark them for offline usage. This means that users now have a 
cached copy of the file on their local computer and can work on the file just as if they were connected to 
the network. 
 
Any offline files that have been changed on a local computer are synchronized with the network file 
server when the users connect to the network. 



ExamForce.com 70-210 Study Guide 55
 

Copyright 2005 Adaptive Learning Systems, Inc. All rights reserved 

 
There are two steps involved in configuring offline files. The first is to configure the share point for 
offline usage. The second is to cache the files to the client computer. 
 
When you right-click on the file/folder, go to the properties, and select the Sharing tab, then click the 
Caching button. 
 
 

 
 
 
From there, select the Allow Caching Of Files In This Shared Folder option. You can go with Manual 
Caching for Documents, Automatic Caching for Docs or for Programs. Automatic caching means that 
any file you open will automatically be cached. 
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From the client side, what you want to do is navigate to the shared resource, right-click on it, and select 
the Make Available Offline option. The wizard will ask you when you want the files to be synchronized 
(during logon or logoff). 
 
 

NOTE: 

 

Offline files are a client-side feature. In other words, it matters not what OS the file 
server is running. What matters is the client OS, which has to be Windows 2000 
Professional. Indeed, the file server could even be running Windows NT 4! 
 

 
 
Synchronizing the offline files can occur pretty much when the user wants it. When a network 
connection is detected, for example is a great feature. Who wants to have to sync up big files over a 56K 
connection or worse? During the sync process, it must be determined whether the file that you modified 
offline can simply overwrite the one still on the file server. In the meantime, someone else may have 
made changes to that same file, and your overwriting it with your latest copy would simply erase their 
changes. To counter that problem, offline files caching will detect whether the file saved on the file 
server has been edited since you last sync’ed up. If that is the case, you will be given the option of 
overwriting it anyway, or to save yours with an alternate file name to merge the two documents later on. 
 
Optimize and troubleshoot performance of the Windows 2000 Professional desktop. 
The System Monitor snap-in is a node of the Performance console (Start|Settings|Control 
Panel|Administrative Tools|Performance) and available for inclusion in custom MMC consoles. 
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This tool allows you to visually inspect the activity of system components such as the memory, 
processor, disk subsystem, network cards, paging file, and applications. The plethora of performance 
metrics, or counters, available for monitoring can make the task a daunting one, indeed. We will 
examine the most useful counters after a tour of the Performance console’s snap-ins. 
 
Alerts allow you to generate actions based on a counter reaching a particular threshold. For example, 
you might want to be notified when a disk’s capacity reaches 90 percent so that you might work to 
increase the disk’s capacity before it fills up. By specifying a counter (such as %Free Space for a logical 
disk) and a threshold (under 10 percent), you can cause an event to be logged, a program to be run, a log 
to be started, or a network message to be sent. 
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Optimize and troubleshoot memory performance. 
The counters in the Memory object represent the memory available through the system’s physical RAM 
and virtual memory or paging file. The most important counters in the memory object are the Pages/sec 
counters and the Available Bytes counter. Pages/sec should never be above 20, and the available bytes 
should always be over 4MB. If such is not the case, this machine will be running slow, and the best 
course of action is to add more physical RAM. 
 
 

 
 
 

NOTE: 

 

Remember to adjust your page file if you add RAM to your system. In Windows 
2000, the page file should be time and a half the amount of RAM present on the 
machine. 
 

 
 
Speaking of the page file, also do remember that it should not be located on the same partition as the 
system and/or boot partitions, that it is a good idea to make it reside on several different physical disks, 
and that the initial size and maximum size should be set to the same value. This should ensure more 
effective performance. 
 
Optimize and troubleshoot processor utilization. 
To optimize a processor, you need to look at Processor counters, as well as counters for other objects. 
Some of the most useful Processor counters include Processor: %ProcessorTime (threshold: 90% or 
above is a bottleneck), Processor:Interrupts/sec (compare with baseline to determine if it has become a 
bottleneck), and System:ProcessorQueueLength (threshold above 2 indicates that there are too many 
processes awaiting attention from the Processor.) 
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If those thresholds are reached consistently, the Processor subsystem must be upgraded. You can either 
replace the CPU with a faster one, or you can add additional CPUs. The latter only works if the 
processes that are swamping the processor are multithreaded and can take advantage of the multiple-
processor set. 
 
Optimize and troubleshoot disk performance. 
The PhysicalDisk and LogicalDisk performance objects collect metrics related to individual disk drives 
and logical disk volumes, respectively. PhysicalDisk counters focus on a storage device, so you should 
use them to analyze hardware performance. Use LogicalDisk counters, which focus on a specific 
volume, analyze read and write performance. 
 
The two main counters to keep an eye on are the PhysicalDisk/LogicalDisk: %DiskTime and the 
PhysicalDisk/LogicalDisk: Disk Queue Length. For the former, a threshold close to 100% indicates a 
bottleneck, and so does a threshold of 2 for the latter. 
 
Either of these occurrences with any kind of consistency would indicate that the disk subsystem has 
become a bottleneck and must be upgraded. To do so, depending on the issues at hand, you can either 
upgrade the actual physical drives to faster units, or from IDE to SCSI, for example, or you can 
redistribute the data load to disks that are underused. 
 

NOTE: 

 

LogicalDisk counters are not gathered until you run the diskperf –yv (v for “volume”) 
command. The switches for the diskperf command include –yd (enables PhysicalDisk 
counters, which is the default), -y (enables both PhysicalDisk and LogicalDisk 
counters), -nv, -nd, and –n (disable LogicalDisk, PhysicalDisk, and both sets of 
counters, respectively). If diskperf is not run, then no data will be collected. 

 
Optimize and troubleshoot network performance. 
Windows 2000 Professional has limited network performance tools. Counters are available for the 
number of bytes and packets received and sent over a particular network interface. 
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However, you cannot analyze the contents or properties of packets using Windows 2000 Professional 
tools alone. For that, you need Network Monitor o any other similar packet sniffer. To conduct detailed 
network analysis for a Windows 2000 Professional system, install the Network Monitor Driver. From 
the Network And Dialup Connections folder, right-click a connection, choose Properties, and then click 
Install|Protocol|Network Monitor Driver. Network Monitor Driver can collect packets that the Windows 
2000 Professional’s network interfaces send or receive. 
 
Optimize and troubleshoot application performance. 
Windows 2000 preemptively multitasks active processes, ensuring that all threads gain access to the 
processor. Processes do run at different priorities, however. Priority levels of 0 to 31 are assigned to a 
process, and higher-level processes are executed before lower-level processes. As a user, you can 
specify process priority using Task Manager. 
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Right-clicking a process on the Processes tab enables you to set a process’ priority. Processes are 
assigned a priority of Normal by default. Choosing Above Normal or High will increase the priority of a 
process and thereby increase the frequency with which its threads are serviced. Choosing Below Normal 
or Low will diminish the servicing of a process. 
 
Do not use the Realtime priority. This priority should be reserved for real-time data gathering 
applications and operating system functions. Setting an application to Realtime priority can cause 
instability and can be difficult to reverse without restarting the system. 
 
Manage hardware profiles. 
Already present in Windows NT, hardware profiles are also a part of Windows 2000. 
 
 

 
 
 
The most common reason to use a hardware profile is for laptop users who take their PC on and off the 
network. They can create a network-disabled profile for when they are off the network, and not receive 
error messages from their network subsystem because it can’t find a DHCP server, for example. 
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Recover system state data and user data. 
Recover system state data and user data by using Windows Backup. 
Windows 2000 comes with its own, built-in backup solution, aptly called Windows Backup. This is a 
much-upgraded version of the app that came with Windows NT 4, with added features such as a 
scheduler, and the ability to backup to CD Rom for example. You can start the Windows Backup 
application from either typing ntbackup at the run command, or from the system tools area located in the 
programs folder of the start menu. 
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Windows Backup is wizard-driven, and requires that the user launching it have the proper rights and 
permissions. Backing up a folder/file means that the user needs at least Read permission to it, while 
restoring also requires that the user have the Write permission. 
 
There are several backup modes: Normal, Copy, Differential, Incremental, and Daily. Note that only 
Normal and Incremental backups clear the marker, thereby indicating that a file has already been backed 
up. Normal backups back up all the information every time they run. They are the fastest to restore, but 
the slowest to finish. Differential backups only backup those files that have changed since the last 
backup, but do not reset the marker. Incremental backups also back up all the data since the last back up, 
but it does clear the marker, meaning that you will need all the incremental backup tapes and the latest 
normal backup tape to restore. It’s fast to back data up this way, but it requires many tapes to restore, 
which can turn into a lengthier process. Daily backups as the name indicates back up only the data that 
was changed the day they are run. 
 
Windows 2000 backup comes with another new function: the ability to back up the system state by 
selecting only one checkbox. The system state includes the registry, the system startup files, the 
component services class registration database, and on Domain Controllers, also AD and the Sysvol 
folder. 
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NOTE: 

 

Note that the elements of the system states cannot be backed up separately. It’s an all 
or nothing solution. 
 

 
 
Troubleshoot system restoration by using Safe Mode. 
Safe Mode lets you start your system with a minimal set of device drivers and services. For example, if 
newly installed device drivers or software are preventing your computer from starting, you may be able 
to start your computer in Safe Mode and then remove the software or device drivers from your system. 
Safe Mode does not work in all situations, especially if your system files are corrupted or missing, or if 
your hard disk is damaged or has failed. All Safe Modes start using standard VGA and create a boot log, 
which is useful when you are determining the exact cause of system startup problems. 
 
There are different options for using safe mode: safe mode with networking, safe mode with the 
command prompt, etc… 
 
Recover system state data and user data by using the Recovery Console. 
The Recovery Console is a tool that enables you to copy files to the system partition, to stop or start 
service, to enable or disable drivers, etc… There are two ways to get to that command line utility: 
 

1. Run winnt32 /cmdcons 
2. Boot the machine from the Windows 2000 CD Rom. Choose R for Repair. Say no if 

prompted as to whether you have an ERD. Choose the recovery console and proceed. 
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Configure and manage user profiles. 
In windows 2000, each user can have their own profile. Some profiles are local, and 
others are attached to a domain account, depending on the network structure in place. 
User profiles in Windows 2000 contain a new folder structure compared to Windows 
NT. A new folder in a profile called Local Settings is local to the machine it resides on 
and won’t roam. Also, a new folder called My Documents is contained in a profile. 
This folder is the default location where files are saved to. This folder does roam. 
 
Windows 2000 Professional local profiles are found in a different location than those in 
Windows NT 4 Workstation—maybe. If you perform a clean install of Windows 2000 
Professional, a user profile is stored in a system partition called root\Documents and 
Settings\user_logon_name. If, however, you upgrade a Windows NT 4 Workstation to 
Windows 2000 Professional, the local profile is stored in the same location as it always 
was: %SystemRoot%\Profiles\user_logon_name. 
 
If you have users who move from computer to computer, you can configure their 
profiles to move with them. A roaming profile is stored on a network server so that the 
profile is accessible regardless of which computer a user logs on to in the domain. You 
can put the profile on the server in two ways. You can copy a profile that is stored 
locally on a client computer to the profile server the next time the user logs on to the 
computer. Or, you can create on a client computer a profile that you will use as a 
company standard and then manually copy it to the profile server. 
 
To configure a roaming profile, create a shared folder on a server for the profile. Open 
the control panel and open the system control panel. Select the User Profile tab. Select 
the user’s profile you wish to roam and select Copy To. Then add the UNC path to the 
shared profiles folder created before. Then open Active Directory Users and 
Computers, select the account properties for the correct user, select the profile tab and 
enter the UNC path to the profile server in the Profile Path field. Done. 
 
 

NOTE: 

 

If you do not want the user to be able to save changes made to 
their profile, simply rename the file NTUSER.dat to 
NTUSER.man, as in mandatory. 
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Configure support for multiple languages or multiple locations 
Enable multiple-language support. 
Only administrators can install additional languages. In order to do this, they must open the Regional 
Options applet, select the General tab, click the checkbox for the language settings to be installed, and 
then provide the Windows 2000 Professional CD. The files will be copied, and the PC needs to be 
rebooted. Upon coming back up, the language added will be available. 
 
Configure multiple-language support for users. 
The Windows 2000 operating system jumps ahead of previous versions of Windows support of multiple 
languages. It allows you to support people and companies that need to communicate in different 
languages by using locales. 
 
 

 
 
 
In addition, a Multilanguage version of Windows 2000 allows users to easily switch between different 
language user interfaces to suit their needs. 
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Configure local settings. 
User locales are set up from the General tab of the Regional Options applet. 
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That’s where the appropriate locale is selected, from the Your Locale drop down list. This includes 
currency symbols, date, time and number formats, calendar settings, country abbreviations, and 
character encoding. This is particularly helpful for companies with international branches or clients. 
 
Configure Windows 2000 Professional for multiple locations. 
Input Locales can be configured in Windows 2000 Professional. They are set up from the Input Locales 
tab of the Regional Options applet. Once it is installed, you will see an icon in the system tray that 
shows which input locale is currently in use. 
 
Manage applications by using Windows Installer packages. 
The Windows Installer Service has two essential functions: it is an operating system service that is 
responsible for installing, removing, and updating software by asking the Windows Installer Service 
Package for instructions on how the application should be installed, removed, or modified. It is also used 
to create a standard for installing, removing, or modifying applications. 
 
Once an application has been installed, the Windows Installer Service checks the state of the application 
while it is being launched. This service provides “self-healing” capabilities to applications if they were 
installed as a Windows Installer Service Package. The service is always checking to see if the 
application needs to be repaired. The service also helps to resolve DLL conflicts. Key parts of an 
application have a protected tag on them. A Windows Installer Service Package lists critical files that 
you would need to replace if they were deleted or missing. For example, executables are listed as critical 
files. If, for example, Todd.exe were deleted, the Windows Installer Service would locate Todd.exe from 
a network server or ask the user to insert the CD-ROM that contains Todd.exe. Once Todd.exe was 
located, it would be installed and the application would launch. 
 
If during the installation of an application something happens and the install fails, the Windows Installer 
Service can restart the installation from the point of failure. 
 
A Windows Installer Package (.msi file) contains all the information necessary to tell the Windows 
Installer Service how the application should be installed. An application can repackage existing 
applications using third-party tools such as WinInstall LE. WinInstall is available on the Windows 2000 
Professional CD-ROM. 
 
You may be wondering what to do if you don’t have an .msi file or if you can’t repackage the file. Non-
Windows installer-based applications such as setup.exe must use a ZAP file to publish a package. A 
ZAP file is just a text file with a .zap extension. The file provides information about how to install a 
program and the application properties. 
 
You typically install .msi files over the network or locally on the client computer. A common method 
for installing .msi files in a Windows 2000 domain environment is to publish or assign applications to 
users through the Active Directory. You can create a Group Policy Object (GPO) for an OU that either 
publishes or assigns Windows Installer Packages (.msi files). Any users in the OU would then receive 
the software when they log on to their Windows 2000 Professional computer. The software they receive 
when they log on can be either published to them or assigned to them. 
 
A software package is typically published to users when it is not mandatory that they have a particular 
application installed on their computer. This is a means to make the applications available for users if 
they decide they want to use them. 
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Assigning an application is very similar to publishing one. When an application has been assigned, you 
can install it from Add/Remove Programs. Additionally, a shortcut for the application that has been 
assigned is placed on the Start|Programs menu when users log on to their computer. The software does 
not get installed until users select the shortcut for the first time. 
 
Configure and troubleshoot desktop settings. 
Users are limited to accessing what applets are available in the Control Panel when it comes to 
configuring their own desktop settings. Those include the Keyboard, Display, Mouse, Sound applets 
among others. The Display applet is always a favorite because that’s where background and screen 
savors are tweaked. That’s also where the Settings tab can be used to set up resolution, refresh rate, etc.. 
 
Windows 2000 makes it much easier to arrange and customize the Start menu items than Windows NT 
did. You can very easily sort menu items by dragging and dropping them. You can drag a menu item 
from one submenu to another. Also, you can open pop-up menus by right-clicking on them. Windows 
2000 automatically adjusts menu items as well. Windows 2000 attempts to clean up the Start menu by 
displaying only those items that are used most frequently. Items that are not used often are hidden. 
 
The taskbar can serve as a multipurpose tool to help make navigating the interface more efficient. The 
taskbar in Windows 2000, similar to that in Windows 98, contains a Quick Launch Pad, which is a 
location that contains shortcuts to programs that you use most frequently. By default, Windows 2000 
places the Show Desktop (minimizes all windows), Internet Explorer, and Outlook Express shortcuts on 
the Quick Launch Pad. You can add or remove shortcuts simply by dragging and dropping them on or 
off the Quick Launch Pad. 
 
Configure and troubleshoot fax support. 
Windows 2000 provides support for sending and receiving faxes via an internal or external modem. The 
Fax applet appears in the Control Panel folder once a modem has been installed. You use this applet to 
configure the Fax service and to access the Fax Service Management Console. By default, the Fax 
service is configured to allow users to only send faxes, not receive them. 
 
Sending a fax via Windows 2000 consists of hitting the print button in the application that is associated 
with the document to be faxed. But instead of sending the job to a traditional print queue, you choose the 
fax printer and click on the Print option to send the fax. Setting up the fax service involves filling out the 
User Information, and adding/selecting Cover Pages. The Status Monitor tab is where you can go to stop 
a fax, see the current status (sending or receiving), etc… If the user logs on as an admin, he will also see 
the Advanced Options tab. From this tab you can open the Fax Service Management Console. 
 
Configure and troubleshoot accessibility services. 
Yet another huge improvement between Windows NT 4.0 and Windows 2000 is the increase in number 
and quality of the accessibility options. You can get access to those utilities by going to the control panel 
and double-clicking the “accessibility options” applet, including Keyboard, Sound, Display, and Mouse-
specific features. 
 
Sticky keys are meant for users who cannot hit keys at the same time – like CTRL, ALT and Delete. The 
sticky keys option will recognize that those keys should be a sequence and consider those three 
individual key strokes as a sequence. The Narrator reads aloud what is displayed on the screen. Filter 
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Keys are intended to assist users with shaky ahnds, who instead of hitting a key once, hit that key 
multiple times. The filter keys function will register the first key stroke, and then disregard the multiple 
repetitious key strokes. The Toggle Keys feature creates a sound when caps lock or num locks keys are 
hit to warn visibly impaired users. 
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Configure and troubleshoot the TCP/IP protocol. 
All operating systems in the Windows 2000 family run TCP/IP natively, and are 
intimately intertwined with it. Configuring the IP configuration on a Windows 2000 
Professional machine can be done in either of two ways: either manually, or 
dynamically. If manually, that means that the admin has to visit each and every 
machine and set it up by hand. If dynamically, that means that the network has at least 
one DHCP server in charge of assigning the appropriate IP configuration to all DHCP 
clients. The latter method is a lot more scalable and is the recommended way to set up 
IP configurations. 
 
The DHCP server will at the very least assign a unique – on the network – IP address 
and subnet mask to the client. Furthermore, most networks being routed to some degree 
nowadays, chances are that the DHCP server scope will also be set up to assign a 
default gateway and a the IP address of at least one DNS server for name resolution. 
Note that some networks still use WINS for name resolution, either because they still 
have Windows NT or 9.x machines present, or because they have applications that 
require NetBIOS. 
 
If a DHCP client tries to get an IP address from a DHCP server but fails, it will assign 
itself an APIPA address in the 169.254.x.x range (subnet mask of 255.255.0.0). So 
seeing an IP address in that range while troubleshooting is a clear indication that the 
client was not able to contact the DHCP server to renew or create a new lease. 
 
To verify connectivity between two hosts, Windows 2000 client machines use the Ping 
utility. It uses ICMP packets that are sent towards the target host. If all ICMP packets 
are returned by the target host, then IP connectivity is verified. If not, further 
troubleshooting needs to take place. 
 
The first thing to do is to ping the loopback address, known as 127.0.0.1. If this is not 
successful, reinstall TCP/IP. If it is successful, then ping the IP address assigned to the 
network card on the local machine. If it is not successful, either re-configure IP on that 
card, or make sure that the address you are pinging is the correct one by running 
IPCONFIG. 
 
 

NOTE: 

 

IPCONFIG does not test anything, It merely displays what the 
configuration is. Ping and Tracert are the two utilities used to test 
connectivity in a TCP/IP network. 
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If the pinging of the local IP address was successful, try pinging your default gateway. If that does not 
work, make sure the IP address you are pinging is indeed the IP of a live default gateway. If you can’t 
ping it, make sure that the IP of the default gateway and the IP of the local NIC are in the same subnet. 
If not, you need to find a default gateway IP address in your own subnet. If it is in the same subnet, but it 
still can’t be pinged, make sure that the router is up and running, and that this interface is up and running 
as well. If the default gateway answers pings successfully, ping the other side of the router. If it does not 
answer, have an administrator look at the router. If it does answer, try pinging the target host. If it does 
not answer, try pinging another host in the same target network. If the second target host answers, then 
the problem is with the original target host. If the second target host does not answer either, go back to 
the router and make sure that the routing table is correct. 
 
Connect to computers by using dial-up networking. 
Connect to computers by using a virtual private network (VPN) connection. 
It is impossible to talk about VPNs in Windows 2000 without looking closely at IPSec and L2TP. 
 
IPSec is a suite of security-related protocols and cryptographic functions for establishing and 
maintaining private and secure IP connections. IPSec is easy to implement and offers vigilant security 
for potential network attacks. IPSecenabled clients establish a Security Association (SA) that serves as a 
private key for encrypting data. IPSec uses policies for configuring its security services. IPSec policies 
support different gradations of security levels for different types of network traffic. Administrators can 
set IPSec policies at the User, Group, Application, Domain, Site, or Global Enterprise level. You 
configure IPSec policies with the IP Security Policy Management snap-in of the Microsoft Management 
Console (MMC). 
 
You can compare L2TP to PPTP in that it provides an encrypted “tunnel” for data to pass through an 
untrusted (public) network such as the Internet. However, although L2TP does provide a tunnel for data 
to pass through, it does not provide encryption for the data. L2TP works in conjunction with other 
encryption services and security protocols, such as IPSec, to provide a secure VPN connection. Both 
L2TP and PPTP use PPP to establish initial communications. 
 
EAP is an extension of PPP for DUN, L2TP, and PPTP clients. EAP supports a negotiated 
authentication model where the actual authentication mechanism is determined between the dial-up 
connection client and the remote access server. EAP provides support for several authentication 
protocols, such as MD5-CHAP, Generic Token cards and TLS. 
 
RADIUS can be used for accounting and authentication purposes in correlation with your VPN 
situation. This is usually a server-based solution, although Windows 2000 Professional can play the role 
of a RADIUS server. RADIUS servers validate requests from RADIUS clients. For authentication, 
Windows 2000 provides Internet Authentication Services (IAS) as an optional Windows component that 
you can add during installation or through the Add/ Remove Programs icon in the Control Panel. 
RADIUS servers maintain RADIUS accounting data from RADIUS clients in associated log files. 
 
BAP works in conjunction with the Bandwidth Allocation Control Protocol (BACP) as an enhancement 
to the Multilink feature found in Windows NT 4. BAP and BACP work together to dynamically add or 
drop lines for Multilinked devices on an on-demand basis. Both protocols serve as PPP control 
protocols. These protocols provide a means for optimizing bandwidth while holding down connection 
costs by responding to network bandwidth needs on demand. For organizations that incur line-usage 
charges based on bandwidth use (such as ISDN lines), BAP and BACP can significantly cut costs. 
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Setting up and configuring VPN connections is similar to establishing dial-up connections. VPN 
connections allow you to connect to remote computers anywhere in the world by tunneling through the 
Internet using a VPN protocol such as PPTP or L2TP. VPN protocols encapsulate TCP/IP, NetBEUI, or 
NWLink data packets for transport over TCP/IP via the Internet. PPTP and L2TP utilize encryption to 
secure all the data that they encapsulate as it travels to the destination VPN server. To create a new VPN 
connection, Click Start|Settings|Network And Dial-Up Connections. Click Make New Connection to 
display the Network Connection Wizard. At the Network Connection Type dialog box, click Connect To 
A Private Network Through The Internet. At the Public Network dialog box, select Do Not Dial The 
Initial Connection If This Computer Does Not Need To Dial Up To Connect With The Internet. Click 
the Automatically Dial This Initial Connection drop-down list to select an existing dial-up connection 
for connecting to the Internet. Type the host name or IP address of the computer or network to which 
you will be connecting. Specify the Connection Availability for this dial-up entry. Click For All Users 
or Only For Myself. Complete the Network Connection Wizard by typing the name that you want to 
assign to this connection. Mark the Add A Shortcut To My Desktop checkbox if you would like a 
shortcut added and click Finish. 
 
Create a dial-up connection to connect to a remote access server. 
You create new connections to remote access servers from the Network And Dial-Up Connections 
window. You can make new connections as well as modify or delete existing dial-up connections from 
this window. To create a new DUN connection for connecting to remote access servers, click 
Start|Settings|Network And Dial-Up Connections. 
 
 

 
 
 
Click Make New Connection to display the Network Connection Wizard, and click Next. At the 
Network Connection Type dialog box, you can accept the default choice—Dial-Up To Private Network, 
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and click next again. Mark the checkbox for the device(s) that you want to use for this connection; click 
next. Specify the phone number for the remote access server to which you want to connect. Mark the 
Use Dialing Rules checkbox if you want your system’s dialing rules to automatically determine how to 
dial from different locations. Click next. Specify the Connection Availability For This Dial-Up entry. 
Click For All Users or Only For Myself, and yes, click next. Complete the Network Connection Wizard 
by typing the name that you want to assign to this connection. Mark the Add A Shortcut To My Desktop 
checkbox if you would like a shortcut added. Click finish. You will then have to provide network 
credentials to log on and hit dial. 
 
 

NOTE: 

 

You can modify the properties of any dial-up connection or network connection listed 
in the Network And Dial-Up Connections window by right-clicking on the 
connection’s icon and selecting Properties. 

 
 
Connect to the Internet by using dial-up networking. 
Creating dial-up connections to the Internet is similar to adding a connection for a remote access server. 
To set up a new dial-up connection to connect to an ISP, Click Start|Settings|Network And Dial-Up 
Connections. Click Make New Connection to display the Network Connection Wizard. At the Network 
Connection Type dialog box, click Dial-Up To The Internet. Click Next. The Internet Connection 
Wizard appears. Select the type of Internet connection that you want to use. Unless you want to establish 
a new Internet access account with an ISP through the Microsoft Internet Referral Service, you can 
select the one of the other two options: I Want To Set Up My Internet Connection Manually or I Want 
To Connect Through A Local Area Network. Specify how this computer will connect to the Internet: I 
Connect Through A Phone Line And A Modem or I Connect Through A Local Area Network. 
 
To use a dial-up connection, choose the first option. Specify the communications device (modem) to use 
for this dial-up connection to the Internet from the drop-down list. Type the area code and telephone 
number for the ISP connection that you will be using. Clear the Use Area Code And Dialing Rules 
checkbox if you do not wish to use those features. Click the Advanced button to specify settings for your 
ISP’s connection. You can modify the Connection Type and Logon Procedure settings from the 
Connection tab, if necessary. Click the Addresses tab for the Advanced Connection Properties dialog 
box. From this page, you can click Always Use The Following and type An IP Address Required By 
The ISP if the ISP requires that you use a static IP address. In the DNS Server Address section, click 
Always Use The Following and type a Primary IP Address and Alternate IP Address for the ISP’s DNS 
servers (unless the ISP provides this information automatically). Click OK to close the Advanced 
Connection Properties dialog box. Type the User Name and Password for the ISP account to which you 
will be connecting. Type a Connection Name for this dial-up Internet connection. Click No when you 
are prompted to set up an Internet mail account. You can always set up Internet email accounts later. 
Complete the Network Connection Wizard by clearing the To Connect To The Internet Immediately, 
Select This Box checkbox. Right-click the Internet connection you just created and select Properties. 
Click the Security tab. Verify that Typical is selected and that The Validate My Identity As Follows 
drop-down list has Allow Unsecured Password selected. 
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Configure and troubleshoot Internet Connection Sharing. 
Windows 2000 Professional allows you to have one IP address from an ISP and share that connection 
(through the Windows 2000 Professional computer) with other computers on the network. This feature 
is known as Internet Connection Sharing (ICS). Microsoft accomplishes this feat by enabling a new 
feature of Windows 2000, network address translation (NAT). NAT translates (or maps) a set of 
nonroutable IP addresses (such as 192.168.x.y) to an external (public) IP address that exists on the 
Internet. Computers on the LAN can then access external resources on the Internet, like Web sites and 
FTP sites, but they are somewhat sheltered from outside intrusions because the LAN computers are 
using nonroutable IP addresses. 
 
To set up ICS, Click Start|Settings|Network And Dial-up Connections. Right-click a connection icon for 
an Internet connection and select Properties and click on the sharing tab.  Click the Enable Internet 
Connection Sharing For This Connection checkbox. Once you have marked this checkbox, the other 
settings for ICS become available. Select the Enable On-Demand Dialing checkbox if you want this 
Internet connection to automatically dial and establish a connection to the Internet when another 
computer on the LAN attempts to access Internet resources through this computer. Click the Settings 
button. From the Applications tab, you can specify individual application programs that you want to 
enable for other computers that will be sharing this connection over the LAN. Click the Services tab. 
Mark the checkboxes for each Internet-related service you want to enable for this shared connection. 
You can also add services that are not currently listed by clicking on the Add button. Click OK to close 
the Internet Connection Sharing Settings dialog box. Click OK to close the Properties sheet for the 
Internet connection. As soon as you close the Properties sheet, you see a message box. Click Yes in this 
message box if you are sure that you want to enable this feature. After you have set up ICS, you should 
verify that the computer’s IP address is now set to 192.168.0.1 with a subnet mask of 255.255.255.0. 
Test the local Internet connection to verify that the computer can connect to the Internet successfully. 
 
For each computer on the LAN that wants to take advantage of the shared Internet connection, Click 
Start|Settings|Network And Dial-up Connections. Right-click the LAN connection and select Properties 
and click Internet Protocol and then click Properties. Configure TCP/IP to obtain an IP address 
automatically. This is the preferred method to use with. When you enable ICS, the Windows 2000 
Professional DHCP Allocator uses the default IP addressing range of 192.168.0.1 through 192.168.0.254 
and the DNS Proxy service becomes enabled so that clients on the network can connect to the shared 
Internet resource. 
 
Typical things to check if ICS is not working properly include verifying the DNS server IP addresses 
with your ISP if domain name resolution is not functioning, typing ipconfig at a command prompt to 
make sure that all the IP settings were applied, etc... Remember that each IP address that you assign to 
the other computers on the network falls within the range of 192.168.0.2 through 192.168.0.254, with no 
duplicate addresses on any computer. 
 
Connect to shared resources on a Microsoft network. 
This topic was already covered in Chapter 2, in the objective called Manage and troubleshoot access to 
shared folders. 
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Chapter   7

Quick Jump To: 
 
 Objective 1 

 Objective 2 

 Objective 3 

 Objective 4 

 Objective 5 

 Objective 6 

 Objective 7 

Chapter 7: Implementing, Monitoring, 
and Troubleshooting Security 
 
 
Encrypt data on a hard disk by using Encrypting File System (EFS). 
Windows 2000 was the first Windows Operating System to introduce EFS. EFS stands 
for Encrypting File System. EFS enables users to encrypt their own files and folders on 
their local machine. 
 
 

NOTE: 

 

A file located on an NTFS 5.0 partition cannot be both encrypted 
and compressed at the same time. Those two options are mutually 
exclusive. 

 
 
EFS is only available on NTFS volumes. Encrypted files can be either moved to 
another folder located on the same NTFS partition, but it won’t lose its encrypted 
status. However, if you copy an encrypted file/folder to a FAT partition, then it will 
lose its encryption! 
 
 

 
 
 
There are two ways to encrypt files in Windows 2000 Professional: via the cipher.exe 
tool, or via the GUI. To encrypt a file, simply right-click on it, choose properties, and 
then click on the advanced button. In the new window that opens up, in the lower half, 
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you can choose to either compress or encrypt the file. Click on encrypt, then click OK. Done. 
 
DRAs are users who are designated as recovery agents for encrypted files. Only these users have the 
ability to decrypt any encrypted file, no matter who has encrypted it. Other users who attempt to access 
an encrypted file receive an Access Is Denied message. The default DRAs are Local Administrator 
account for Windows 2000 Professional non-domain member computers, Local Administrator account 
for Windows 2000 Server non-domain member computers and Domain Administrator account for 
Windows 2000 Server domain controllers, Windows 2000 domain member servers, and Windows 2000 
Professional domain member computers. 
 
DRAs can log on to a system and decrypt files and folders so that they are once again accessible to other 
users. 
 
Implement, configure, manage, and troubleshoot local security policy. 
On a Windows 2000 Professional system, you can configure security-related settings using the Local 
Security console, which contains the Security Settings Microsoft Management Console (MMC) snap-in. 
Simply choose Start| Settings|Control Panel|Administrative Tools|Local Security Settings. Each of the 
nodes in the Local Security Settings console is a security area or scope, within which you will find 
dozens of security related settings, or attributes. The Local Policy column of the details pane displays 
the settings specified by local policy. The Effective Policy column shows what is currently in effect. The 
two columns may differ if the local policy has not been implemented—changes to security settings take 
effect when the system is restarted, or following a refresh interval, which is by default 90 minutes. The 
columns may also differ as local policy is overridden by group policy. 
 
 

 
 
 
Implement, configure, manage, and troubleshoot local user accounts. 
Implement, configure, manage, and troubleshoot auditing. 
Audit policies specify what types of events are entered into the Security Log. The most important 
policies to understand include logon events, account management, object access (such as shared folders 
and printers, for example) and privilege use. Also, remember that setting up an audit policy involves not 
only what events you want to audit, but also whether you want to audit the success, failure or both of 
those events. You do not want to “flood” your log with unneeded information, but you sure want to have 
the minimum needed! 
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Implement, configure, manage, and troubleshoot account settings. 
This objective is looked at more in detail in the Create and Manage Local users and Groups objective 
below. For the sake of not being redundant, we grouped the two topics together. 
 
Implement, configure, manage, and troubleshoot account policy. 
Account policies control the password requirements and how the system responds to invalid logon 
attempts. The policies you can specify include minimum password length, password complexity 
requirements, password history, minimum password age, account lockout threshold, etc... Passwords 
should be as complex as possible, including letters, numbers, upper and lower case, and symbols. The 
more complex the password, the harder it will be to break it through brute force.  Hence the importance 
of account policies that make sure that passwords cannot be re-used every other month (password 
history), that passwords can’t be blank (!), that password must be at least a certain amount of characters, 
etc… the more inconvenient the policy makes your users’ lives, the more secure it is. 
 
 

 
 
 
Create and manage local users and groups. 
User and group accounts are stored in one of two locations: the local security database or the domain’s 
Active Directory database. When an account is created in the local security database, that account is 
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called a local user or local group. Each Windows 2000 Professional system has two default local user 
accounts, Administrator and Guest (which is disabled by default). Local user and group accounts 
provide privileges and permissions to resources of the system on which they are defined. As you create 
local user accounts, they are members of the Users group by default; those users are then given the 
privilege to log on to that system. Local user and group accounts cannot be given privileges or 
permissions to resources on any other system because the security database of the system where they are 
created is truly local—no other system can “see” it. When two or more systems that use only their own 
local accounts are on a network, this creates what is called a workgroup, a kind of peer-to-peer network. 
You can imagine how difficult managing redundant accounts for a single user on two different systems 
might become. 
 
The Local Users And Groups snap-in allows you to manage—surprise—local users and groups. You can 
get to the snap-in by choosing Start|Settings|Control Panel|Administrative Tools|Computer Management 
and then by expanding the tree pane of the Computer Management console until you see snap-in. In this 
Snap-in, you can create, modify, duplicate, and delete users (in the Users folder) and groups (in the 
Groups folder). 
 
 

 
 
To create a local user or group account, right-click the appropriate folder (Users or Groups) and choose 
New User (or New Group), enter the appropriate attributes, and then click Create. Remember that te user 
name must be unique and are not case sensitive. Passwords should always be used, are case sensitive, 
can be up to 127 character-long (!) but should be a minimum of 8 characters. 
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To manage the membership of a local group, right-click the group and choose Properties. To remove a 
member, select the account and click Remove. To add a member, click Add and select or enter the name 
of the account. 
 
 

 
 
 
To rename an account, right-click the account and choose Rename. Type the new name and press Enter. 
Each user and group account is represented in the local security database by a long, unique string called 
a security identifier (SID), which is generated when the account is created. The SID is what is actually 
assigned permissions and privileges. The user or group name is just a user-friendly “face” on that 
process. Therefore, when you rename an account, the account’s SID remains the same, so the account 
retains all of its group memberships, permissions, and privileges. 
 
To disable or enable a user account, open its Properties sheet and select or clear the Account Is Disabled 
checkbox. If an account is disabled, a user cannot log on to the system using that account. The 
Administrator account cannot be disabled, and only Administrators can enable the Guest account. 
 
You can delete a local user or group account (but not built-in accounts like Administrator, Guest, or 
Backup Operators) by right-clicking the account and choosing Delete. When you delete a group, you 
delete the group account only, not the accounts of its members. A group is a membership list, not a 
container. 
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Implement, configure, manage, and troubleshoot user rights. 
User rights are not to be confused with permissions, although the two are often interchangeable in most 
users’ train of thoughts. User rights pertain to the Operating system. Permissions pertain to network 
shares. User rights include such privileges as the right to log on to a certain machine, the right to install 
applications, the right to view/edit the registry, the right to restore files, to format disk volumes, etc… 
 
 

 
 
 
More often than not, rights are assigned to groups as opposed to individuals, and most built-in groups 
are characterized by what rights are assigned to them by default. If a permission and a right conflict in 
any given situation, the right will prevail. For example, you may not have read permission on certain 
object, but you may have the right to back up said object. The backup will successfully take place, even 
though your account did not have the permission to even read – let alone copy – the object in question. 
 
Implement, configure, manage, and troubleshoot local user authentication. 
Configure and troubleshoot local user accounts. 
Troubleshooting local user account issues traditionally revolves around forgotten password issues and 
the fact that a similar account with the same name and password does not exist on a remote Windows 
2000 Professional machine where the user is attempting to access a remote share. Make sure also that 
the account is not disabled because of too many unsuccessful logon attempts. 
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Configure and troubleshoot domain user accounts. 
Domain user accounts reside not in the local security database, but in the Active Directory database 
located in any Domain Controller in the domain. This allows administrators to centrally maintain all 
domain user accounts. This is a very powerful and time-saving feature. Domain user accounts are 
managed with the Active Directory Users And Computers snap-in. To access it, choose 
Start|Settings|Control Panel|Administrative Tools|Active Directory Users And Computers. Active 
Directory has containers like domains and Organizational Units (OUs), which collect database objects 
such as users that are administered similarly. Therefore, when you manage domain user accounts in 
Windows 2000, you need to start in the container or OU that you want to modify. You create domain 
user accounts by right-clicking the OU or container in which you want the user account and then 
choosing New User. A wizard prompts you for basic account properties, including (but not limited to) 
first name, last name, fukl name, user logon name and UPN suffix, password and confirmed password. 
 
Once an account is created, Active Directory provides dozens of attributes to further define that user. 
Right-click a user and choose Properties to open up a multitabbed dialog box full of attributes that can 
be defined for that user. The only properties you can specify when creating the user are those on the 
Account tab. You must set the remainder of the properties after the account has been instantiated. 
 
A user object in Active Directory may have numerous attributes defined, including work location, group 
membership, and organizational superiors. Often, a new user object shares many of its attributes with 
one or more other user objects. In that case, it is faster to copy an existing user object than to create a 
new object and define each and every property. To copy a user, right-click the object and choose Copy. 
You are asked to enter some of the basic account properties, such as name and password. You can copy 
a user only with domain user accounts, not with local user accounts. 
 
When you expect to create multiple user objects with highly similar properties, you can create a 
“template” account that, when copied, initiates the new accounts with its defined attributes. The only 
trick to working with templates is to disable the template account. Then, when copying the account to 
create a new user with predefined attributes, make sure to enable the new account. 
 
Not unlike with local accounts, deleting a domain user account means deleting the sid associated with 
that account. More often than not, it is a better idea to disable the account – which does not have any 
effect on the sid – and re-enable it later on if needs be. 
 
Implement, configure, manage, and troubleshoot a security configuration 
Configuring a particular system and the environment for a particular user begins with its defaults—the 
settings determined by Microsoft during the development of Windows 2000. Managing changes and 
configuration has been significantly improved in Windows 2000 thanks to the introduction into the 
Windows environment of policy-based administration. Policies provide administrators with a single list 
of configuration settings in one tool, rather than many tools, and allow administrators to apply those 
configuration settings to one machine, many machines, or every machine. 
 
The local policy and the Local Security Policy tool are most helpful on standalone systems. The local 
policy drives configuration of the computer, and if a setting is changed through tools other than policy, 
the change is reverted to the policy specified setting when the system is restarted, or following the policy 
refresh interval. 
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The Security Configuration And Analysis snap-in allows you to capture the security configuration of a 
system as a database, and to use that database as a baseline against which you can gauge changes to 
security settings. When modifications are made that deviate from the database setting, you can reapply 
the original setting. You can also save the database as a template, which you can then apply to other 
systems to duplicate security settings. There are also preconfigured security templates that you can apply 
to Windows 2000 systems to implement a variety of security environments. 
 
GPOs are divided into the Computer Settings and User Settings nodes. The computer settings apply to 
every computer in the SDOU to which the policy is linked, and, by default, to all child OUs. Computer 
settings take effect at startup and every refresh interval, by default 90 minutes. User settings affect every 
user in the SDOU and its children at logon, and after each refresh interval 
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